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Thomson Reuters Application Programming Interface (“API”) Product Specific 
Terms 

(a) License. Subject to the terms and conditions of the Agreement, we permit you, during the term specified in the applicable ordering 
document, to use, on a non-exclusive, revocable basis, the API solely for the purpose of accessing the data, content, functions and 
capabilities we make available to you via the API. You understand that access to Thomson Reuters data, content, functions or capabilities 
via an API may not always provide the same functionality or experience as access via the web application. For certain API’s, we may make 
available to you additional connectors to allow you to integrate the API with certain technology platforms. For purposes of these terms, the 
definition of API includes any such connectors. 

 
(b) Registration. We will issue you with credential(s) that provide you with access and access management rights to the API. You 
must keep the credentials and all other log-in information secure and you must use the credentials as your sole means of accessing the 
API. You may not provide access to the API to any third-party without our prior written consent, and any third-party must agree to our 
license terms before access may be granted. You are responsible for all access to the API through your credential including any third-
party accessing the API on your behalf. If any unauthorized party accesses or may have accessed the API, you must notify us 
immediately, so we can delete the API credential and provide you a new one. We may provide access to the API through a Thomson 
Reuters designed portal (the “Developer Portal”). You are responsible for managing individual users who can access the API through 
the Developer Portal. When an individual with access to the API or the Developer Portal leaves your organization, or when your 
authorized third-party no longer needs access, you must ensure access is removed immediately. We reserve the right to periodically 
refresh credentials to protect the security of our systems, and will notify you of such updates. 

 
(c) Your Applications. You are solely responsible for the tools and applications with which you integrate the API (“Your Applications”). 
You agree that, where necessary for the integration or functionality of the API, we may use and access Your Applications, and any data 
made available therein to provide access to and use of the API, and represent and warrant that you have all necessary rights in Your 
Applications and such data to allow us to do so. You also agree that you will not, and will not permit any third party to, use the API, Your 
Applications, or any other systems or tools to adapt, train, or develop any artificial intelligence (AI), machine learning algorithms, or any 
other software systems or tools using our API, data or content.   

 
(d) Thomson Reuters Content Display and Access. Subject to the Additional Product Restrictions below, where you are provided 
with access to Thomson Reuters data or content via the API, you may integrate such data or content into only (i) Your Applications for 
your internal business purposes, or (ii) if you are in the business of providing legal advice, dashboards you create at no cost for your 
individual clients, and provided such dashboards are not publicly available. Dashboards means a tool incorporating our content with other 
content within a shared interface. You will comply with any additional use restrictions that we provide to you through the Developer Portal.  
The following “Additional Product Restrictions” apply: 
 

• Practical Law - Only limited metadata, as further set forth in the Developer Portal may be made available through the 
Practical Law API. The full text of any Practical Law documents must only be viewed or accessed exclusively through the 
web application provided by Thomson Reuters. 

• Regulatory Intelligence - Only limited metadata, as further set forth in the Developer Portal, may be made available through 
the Regulatory Intelligence API. The full text of any Regulatory Intelligence documents may only be loaded and viewed on-
demand and no copies may be made or stored...  

 
(e) Modifications. We may make available new enhancements, updates, upgrades, versions or releases of the API from time to time 
(collectively, “Changes”), and will use reasonable efforts to provide you with notice of such Changes. You acknowledge that you are 
responsible for installing such Changes to maintain compatibility with and preserve the functionality of the API. 

 
(f) Limitations. We may from time to time set limits on the use of the API (e.g., limit the number of calls on the API or the number of 
searches or, rate between searches, etc. as applicable to the use of the relevant API) to protect the integrity of our systems. We reserve 
the right to throttle or suspend usage in our sole discretion if you exceed such limits. You may not access the API or related documentation 
in a manner that compromises, breaks or circumvents any of our technical processes or security measures associated with the API. 

 
(g) Suspension. We may suspend, disable or withdraw access to the API at any time if, in our reasonable opinion, you have breached 
any material term of the Agreement or if there is risk of any breach of security. We will not be responsible for any loss, damage, costs, 
expenses or other claims of yours or any user or any third party resulting from the suspension of access via the API. 

 
(h) Termination. Upon termination of your access to the API, you shall delete all our data, information, and content from your systems 
within thirty (30) days of the termination, and destroy any hard copies. 

 
(i) Disclaimer of Warranties. We will not be liable for any inability to access the API, including any warranty that the API will 
be compatible with any of your or any third-party’s software, system or other service, including Your Applications. All API 
access is your responsibility and you acknowledge that the API is provided on an “AS IS” basis without warranties of any kind. 
If you do not adhere to the API documentation we provide to you, we cannot guarantee the API will function as intended or 
expected. We disclaim any liability of any kind arising from or relating to Your Applications. 
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